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									GOAL Safety and Security Policy
									Dated   April 2019

GOAL Security Guidelines and Procedures

1. The Purpose of this Annexe: 

This Annexe lays out the GOAL global security management guidelines and overarching security procedures that apply to all deployed GOAL teams.  This section of the Security Policy will be subject to constant review and amendment in response to changes to security risk.

2. Security Management Plans and Welcome Packs

a. In each of GOAL’s countries, it is the GOAL Country Director that is responsible for ensuring that current security management plans and welcome/induction packs are available in all locations where staff may be deployed. Security advice is available from the GSA.

b. As far as is practicable, all Country staff must be involved in the development of plans and security packs. At a minimum, all staff must be made aware of the contents of security packs, and their practical application and authority. They must be presented wherever possible in the appropriate working language and in a common GOAL format. The Security Officer will formulate the plans and the Country Director must approve them.  The Global Security Adviser may be involved in an advisory role and will lay down the formats.

3. Post Security Incident – Management, Reporting and Lessons Learned

a. [bookmark: _GoBack]Perceptions of what constitutes a security incident may vary amongst staff. Line managers must give clear guidance on what is considered significant for a specific location, and what must be reported. Security incidents should also be reported to local authorities (if appropriate) and to other humanitarian agencies through existing co-ordination mechanisms or information sharing forums (bearing in mind confidentiality issues). Minor incidents or “near misses” may be indicative of a deteriorating security situation, or of heightened tensions, and must always be reported to a line manager. Security incidents involving a partner or other international organisations must also be reported and analysed. All staff, security staff in particular, must be alert to external incidents and events, which may be indicative of national or local social, political or military shifts in the security context. Changes in a local situation may indicate a need to review the existing security analysis.  

b. Security incidents require:

c. An immediate, short report outlining what happened, where, when, and who was involved. The impact of the incident, and any immediate action taken plus what outside support or backup that is required. The report may be made by phone or by email, and must go up the GOAL chain of command and to other stakeholders as per policy.  

d. Support and managing: Managers must be aware of the guidance on supporting staff through critical or shocking incidents. These are available in the International Committee of the Red Cross leaflet, “Stress and Distress”.  Managers must also have in place, a well prepared process for  bringing in professional, specialist advice and support  

e. Lessons Learned: After an event has been dealt with, analysis must be undertaken to determine why the incident happened, and whether something similar could be prevented or managed more effectively in the future. This is not merely an administrative duty, but can help avoid a repeat or more serious incident. Lessons learned must feed into context analysis, risk assessment, security approaches, and appropriate security measures.  They can also inform training and preparation. Lessons must not merely be identified, but learned from and acted upon.

f. A detailed report must be completed, using the Security Incident Report Form (Appendix 1 to this Annexe) outlining the incident, actions taken, lessons learned and recommendations for the future.

4. Serious Security Incidents

a. Depending on the nature and severity of an incident, the CEO’s office will decide whether to use the Security Crisis Management Plan (Annexe C) and set up the Crisis Management Team (CMT) (which will be responsible for co-ordination, decision making and the delegation of responsibilities). For detailed guidance on the management of Crisis see Annex C.

(1) Kidnap/Abduction: If a member of staff is kidnapped or abducted, the CEO, will direct the formation of a CMT to deal with the crisis.  A more detailed kidnap and hostage management response plan is at Appendix 1 to Annexe C;

(2) Sexual Assault: Sexual violence is a potential risk in many situations, especially for women, and can have extremely serious physical and psychological consequences for the victim. An appropriate response and proper management are critical. Managers must be equipped to deal with the consequences of a sexual attack on a member of staff. GOAL SOP No. 28; and EISF’s Managing Sexual Violence against Aid Workers.

(3) Death or Serious injury/illness: Appropriate local action will need to be taken, and GOAL HQ informed as soon as possible. All Country Teams must have a contact number for GOAL’s insurance company at hand, as immediate medical assistance and subsequent evacuation may need to be discussed and agreed with them.  The handling of a death situation requires discretion and sensitivity.  It must be reported to GOAL HQ in Dublin as soon as possible, and subsequent actions will be directed by the Senior Management Team.  More detailed guidance on dealing with a death is contained in Appendix 3 to Annexe C.

5. Personal conduct

a. Personal Responsibility: It is unlikely that a security expert or senior manager will be there when disaster strikes or staff are threatened, assaulted, robbed or attacked.  All GOAL staff must be prepared to take responsibility for themselves and to make their own decisions in moments of personal crisis. Staff must be able to think for themselves and make the right decisions when the moment comes. GOAL security training and security management are there to provide staff with the knowledge and tools with which to make good security decisions, these tools are primarily aimed at allowing staff to avoid getting into risky situations in the first place.  Every GOAL employee is expected to take reasonable precautions to safeguard his/her own personal security and the security of their colleagues. Any possible threats or concerns should be reported immediately to the CD or security focal point. Individuals also have a responsibility to their colleagues, and should avoid actions or behaviours that may compromise the security of other members of the organisation. This includes during leisure time.

b. Local Conditions: All GOAL International staff need to respect local cultures and customs. A good level of local contextual knowledge is vital in understanding the security situation.  Talking to local staff and local people is a good method of gaining better understanding of the prevailing security situation.

c.       Illegal Drugs or Controlled Substances: The use, presence, sale, distribution, manufacture or possession of illegal drugs or any controlled substances by a GOAL employee or visitor is strictly prohibited. 

d. Alcohol: The consumption of alcohol during working hours is prohibited. At other times, GOAL staff members are expected to act in a culturally aware and responsible manner. Being under the influence of alcohol while working for GOAL is strictly prohibited. Driving under the influence of alcohol is also strictly prohibited. The Country Director, when GOAL is working in certain areas, may impose additional restrictions at his or her discretion. 

e. Political activity: GOAL international staff are not authorised to sign letters of protest against any government or its institutions - including the police or armed forces - in countries where GOAL has programmes.  GOAL international staff members are not permitted to take part in political activities, rallies or demonstrations in countries where GOAL has programmes, nor comment about GOAL’s activities on social media without the approval of the Country Director. 

f.       Corruption and fraud: Any GOAL staff member involved in criminal activity, fraud or corrupt activities whilst in the employment of GOAL (including when off-duty) will be subject to disciplinary and/or criminal proceedings and the possible termination of his or her employment. 
GOAL’s fraud and wrongdoing policies apply here and should be read and understood by all staff.

g.  Criminal Activities: Allowing oneself to become involved with criminals or in criminal activity is a serious security risk, and leaves staff open to blackmail or extortion.  Disciplinary action will almost certainly follow.

h. Firearms: GOAL staff members will not carry or own any firearms or ammunition, nor allow them to be brought into GOAL premises or in GOAL vehicles. 

i.      Threats or intimidation: All threats directed at GOAL staff and/or operations must be taken seriously.  The CD should initiate all security precautions within his/her scope, and report the threat immediately to Dublin HQ using the security incident report format. 


6. Evacuation and Hibernation

Detailed plans for the emergency evacuation or hibernation of staff form an integral part of GOAL’s security policy, and must be in place within each country.

In the event of a Country Director deciding that there is an unacceptable risk to the health and/or safety of GOAL personnel, he or she will immediately endeavour to evacuate to a place of safety (which may include withdrawing completely from the country). Notwithstanding legal obligations and the consent of the people concerned, this will as far as is possible include indigenous staff members perceived to be under threat though most indigenous staff may have to remain. Relocatable staff will generally be relocated back to their home regions in-country. 

If it is deemed safer to remain - possibly, locked down (hibernate) -  rather than travel in an area where there is an unacceptable risk to the health and/or safety of GOAL personnel, a Country Director is at liberty to take this decision. 

A decision to evacuate or hibernate is binding upon all in-country GOAL staff (the only possible exceptions being made for indigenous staff members, in circumstances such as those outlined above).

A Country Director’s decision to evacuate and/or hibernate will normally be taken in conjunction with the Head of International Programmes and the Global Security Adviser. However, a Country Director is authorised to take this decision unilaterally.

The GOAL CEO and the GOAL Head of International Programmes each have authority to direct GOAL staff to withdraw immediately from a region or a country. This action is usually as a result of strategic information being made available that is not yet available to the CD.

Authorisation to resume operations in a country or a region from which GOAL has withdrawn

Only the GOAL CEO, who will act on internally- and externally-sourced security advice and in conjunction with the GOAL Head of International Programmes and the GSA, can authorise the resumption of operations in a country or region from which GOAL has previously withdrawn. 


7. Transportation/Driving Policies

a. It is GOAL policy to use national drivers for all journeys made by GOAL vehicles. The only GOAL non-local staff permitted to drive GOAL vehicles, and only then in exceptional circumstances, are selected CDs and ACDs. No other international staff should drive unless with the express permission of the Chief Operations Officer in Dublin. This is for security and insurance purposes and is non-negotiable (refer to contract of employment). A local driver/s must always be available to drive on weekday evenings and throughout the weekend, in order to facilitate this rule.  In some of our safer countries, CDs may permit the use of Taxis provided that they are properly vetted. If taxis are used, routine trips that replace the GOAL 24/7 transport policy must be paid for by GOAL.  Longer trips at weekends are subject to recharge.  Advice on the use of alternative transport should be sought from the GSA. 

b. In certain countries, where it is not possible to travel otherwise, GOAL staff may be permitted to ride motorcycles or quads, provided they and the vehicle are properly licensed, insured and the GOAL staff have received appropriate training.  Permission must be obtained through the Human Resources department in Dublin. Staff required to use quads and/or motor bikes as part of their work (either as rider or pillion passenger), must be informed of this prior to departure overseas. 

c. Should staff see that vehicles are not properly equipped or prepared for travel, they should report it to their transport manager. 

d.      Front seat belts (and rear seat belts where fitted) will be worn at all times by GOAL staff. Vehicle doors should be locked during transit.

e.        GOAL staff (national and international) should not travel in the back of pick- up vehicles. 
f.        GOAL pick-up vehicles must not carry any passengers in the back.
g.      GOAL staff should not travel by road after dark outside their base town/city, except in exceptional circumstances, and only then with the permission of the CD.

h. GOAL staff will not travel on national/commercial airlines not deemed to have adequate safety standards. It is the responsibility of the CD to ensure that the Dublin office is aware of air travel options. This includes work-related flights and those used for R and R while under contract. The GSA maintains a list of EU and UN approved airlines.

i.     GOAL will not permit armed guards, members of the police or army (carrying weapons) to travel in any GOAL vehicle. (Obviously this rule may be ignored if staff are threatened with violence by armed soldiers or police personnel who insist on being transported)

j.     GOAL staff will not travel on military aircraft or military vehicles of any type, at any time. The exception to this may be during an emergency evacuation or serious medical emergency. Staff may, in some circumstances, travel in UN vehicles but not when they contain arms or weapons.

k.     It is forbidden to transport unauthorised personnel in GOAL-vehicles (i.e. persons other than those who have formal relations with GOAL; are officially visiting GOAL-projects; or are considered as staff or (official) counterparts and/or patients).

l.     Reliable vehicles only are to be used by GOAL .  These are to be maintained regularly. It is the responsibility of the CD in conjunction with the logistician to ensure that the vehicle fleet remains in good working order.

m.     GOAL staff should not knowingly travel or permit travel in unsafe vehicles.

n. The use of public transport by international staff is to be avoided wherever possible, and only used in exceptional circumstances. No GOAL international staff member will use public transport outside of an urban area. Local exceptions to this rule may be established with the agreement of the GSA, for instance the use of reputable and vetted taxis or hire cars in some lower-risk countries.

8. Travel and Residential Guidelines

a. GOAL international staff must inform GOAL HQ of any plans by them or accompanying relatives to travel outside their GOAL programme country, and seek travel advice from GOAL’s Security Officer.  This is primarily for insurance reasons, and ensures that GOAL HQ knows where staff and their dependents are situated, in case of an emergency or changes to the security situation in either the programme or destination country.

b. As a general rule, no GOAL ex-pats should be deployed alone to a remote location. GOAL should always aim for there to a minimum of two GOAL ex-pats at any deployed team site. However, provided the location is considered by the CD, in consultation with GSA and the Head of International Programmes, to be sufficiently secure then the CD can waive this rule for short periods. 
9. Communications

a. All GOAL staff must be in 24-hour two-way communication with their in-country Head Office, which in turn should have 24-hour two-way communication with GOAL Dublin. To guarantee this all GOAL staff must maintain two means of communications when deployed away from their accommodation or the office. Mobile phones can never be relied upon.

b. GOAL staff will be provided with training in the use of communication equipment. Rules and procedures for the use of this equipment will be available and taught in every country. Any GOAL staff member who is unsure how to use the available means of communication must request training.

c. 	Each country must have the relevant GOAL Dublin emergency contact details. All international and key national staff must be aware of how to contact the relevant person(s) in GOAL Dublin at weekends, during holidays or at night.

d. The CD, in conjunction with the logistician, is responsible for ensuring that appropriate and adequate communications systems are in place and are properly maintained.

10. Guarding of GOAL compounds and accommodation.

a. The requirement for security guards in any GOAL country will be established by the CD in consultation with his Security Adviser or his Security Focal Point and with the GSA.

b.  It is strongly recommended that wherever possible, GOAL employs its own guards.  This brings with it the strengths of control of the guards’ standards, provision of the correct level of training, ensuring that guards are properly equipped and allows for oversight and insistence on a high standard of conduct and performance. Being GOAL staff allows the GOAL management and leadership to build up a greater level of loyalty and trust with the guards than can be achieved through commercial contract. This does however; require a high level of supervision, investment in training and regular supervision and oversight.  Where this level of oversight and control cannot be guaranteed (for instance in very small teams) then it is permissible to use the services of a commercial security provider. 

c.      Great care must be taken, if a private security firm is to be employed, that they are properly vetted to ensure that the level of security they will provide is as required. Advice should be sought early in the process from the GSA. Further guidance on this is contained in the EISF publication: Engaging Private Security Providers, a Guideline for NGOs.  Here

10. Involvement with Arms 

a. GOAL staff must not carry or take up arms under any circumstance and must not directly or indirectly use or hire armed personnel. The use of armed guards can only be authorised in exceptional circumstances by GOAL HQ. 

b. Arms and armed personnel cannot be permitted on GOAL premises or vehicles, except under duress or direct threat; either of the latter must be considered a security incident and reported as such.

11. Involvement with Armed Forces and Groups

a. In situations of armed conflict, GOAL will only consider the use of military assistance or support (logistics, security etc.) as a last resort. In all situations where involvement with armed forces is considered, guidance must be sought from GOAL HQ. Siding with any armed group will be seen as a political act.

b. GOAL maintains a strict non-alignment policy, in all situations and contexts. Notwithstanding this position, in order to ensure the safety of our personnel, it may occasionally be necessary for GOAL to have third-party contact, via a medium or interlocutor for instance, with an extra-legal grouping. Such contact will only take place in exceptional, context-specific circumstances, and, if at all possible, will only be undertaken upon the advice of GOAL Head Office, and the Global Security Adviser and local Security Officer. Contact with a grouping of any sort should not be interpreted as GOAL lending legitimacy or extending sympathy to that entity’s ideals, methods or ambitions.  In most of these circumstances it will be due to GOAL trying to negotiate/arrange humanitarian access, which is permitted by all codes of conduct, though advice should be sought before negotiating with proscribed organisations.

12. Landmines, Unexploded Ordnance (UXO) and Booby Traps

a. All staff working in or visiting potentially mined areas must attend mandatory mines-risk education or awareness training. This can often be sourced locally from the UN, de-mining agencies or other specialist NGOs.

b. Although basic awareness may be enough for most staff, those staff working in high-risk areas must be given comprehensive training. General mine awareness must be included in all security inductions for new staff, and in security briefings for visitors.


13. Medical Emergencies

a. The management must formulate a Staff Health Protocol at all GOAL locations, which includes a procedure for medical emergencies. This procedure must reference key locally available medical resources and their contact numbers, and the international medical evacuation procedure. (See SOP 27 - Medical Evac.)

b. There must be a sufficient number of first-aid trained staff at each location. The number will depend on the quality and extent of medical resources available locally. The first-aid trained staff must have access to appropriately equipped medical boxes, which should be regularly inspected and maintained.

c.     All GOAL staff are advised to carry their own trauma first aid bag and they should know how to use it.  First Aid training should be a priority in all GOAL programmes.

14. Training and security preparation.

a. All staff are expected to be security aware at all times and to be aware of the risks they are facing. Where ever feasible Staff will be given an introduction security brief by the GSA and this will be followed up by receipt of the Country arrival briefing pack prior to travel. Staff will then be given a security brief by the CD and/or the security focal point in country. Staff will gain most security know-how from mixing with other staff, national staff in particular.

b. GOAL does not ordinarily use commercial HEAT or HET courses as these are too generic, largely ineffective and it is often impractical to get staff on courses prior to deployment.

c.    GOAL much prefers to identify and meet, training needs in-country. All staff (international and national) are to be encouraged to identify their own security needs and raise security concerns to their CD or supervisor. CDs and their SMT will also identify security training needs in their country team.  GOAL will then arrange training to be delivered locally.  Training groups of GOAL staff in-country in one go in the specific security risk context they are working in, is the preferred, and most effective option.

d. Any international staff who feel unsafe and that they need more in-depth security training should approach their CD or supervisor for inclusion on a specialist HEAT or HET training course.

15. Working with Partners

a. GOAL’s partners are responsible for managing their own security. In insecure areas, a partner’s ability to manage the security of its staff and its programmes must form part of any partnership agreement. GOAL must be confident that a partner takes its security responsibilities seriously. However, we do not expect that they will necessarily use the same security management techniques as GOAL. 

16. Information Management 

a. GOAL gathers, collates, and analyses information, and stores, holds, or shares it in a wide variety of ways. The vast majority of this information and data is innocuous. However, in some environments, regardless of how innocuous the information, it has potential to cause difficulties for programmes and for the safety and security of staff. All GOAL information, data and systems must therefore be managed in accordance with existing policy and guidelines on Information Security. 

b. In many regions where GOAL operates, local security agencies or parties to a local conflict may conduct electronic eavesdropping on GOAL’s communications. While this is not something to be overly concerned about, it is important that all staff bear this in mind when communicating electronically, about planned activities, local events or sensitive issues such as politics and religion.

c. All management systems must take into account the legal and ethical requirement to safeguard personal information.  

d. Staff must be briefed on GOAL’s social media policies and common sense and caution must applied to the personal use of Facebook, Twitter etc.

17.   Implementation of GOAL’s Codes of Conduct.

a. GOAL’s security department will maintain close coordination with other departments concerned with maintaining acceptable behaviour. The two main departments whose functions most closely interact with Security are GOAL’s Investigation Department and GOAL’s Safeguarding Department.  While their day to day operations are, by necessity, very confidential it is important to bear in mind that such cases can lead to security problems.  The GSA will therefore maintain a close liaison with both departments.

b. GOAL has a wide range of codes of conduct and policies and failure to adhere to these codes and policies can lead to security problems.  All staff are made aware of them and are bound to follow them:

· GOAL Child Protection Policy
· GOAL Code of Conduct
· GOAL Conflict of Interest Policy
· GOAL Protection from Sexual Exploitation and Abuse
· GOAL Whistleblowing Policy
· GOAL Anti-Fraud policy.
· GOAL Gender Policy
· Guidelines for Consent, Guidelines on Trafficking and Exploitation
· Human Resources Handbook and Employees’ Contract.

18.    Guidance on Security Management at the Country Level  

a. The GOAL security management system devolves responsibility for the security of country programmes to the Country Director. In carrying out this responsibility CDs can call on the services of the GOAL security advisors for support and guidance on their security environment and on the technical aspects of managing security.  The recent court case which saw NRC being successfully sued by a staff member has allowed us to look closely at how security lapses and the handling of security crises might be viewed in a court of law. By closely examining the approach of the Norwegian courts it is useful to compare our own systems with the failures in NRC’s systems which were exposed during the trial.  In adhering to the advice below we hope to prevent GOAL being taken to court but mainly we hope that it will help us to develop GOAL’s security philosophy and continue to keep GOAL staff safe. 
Having looked closely at the NRC security failures and the subsequent court case we can identify 7 areas where we should be looking at our own performance in our management of security. By ensuring that we are covering these 7 factors well, we can be reasonably sure that we are managing our security as well as we can. 

a. Risk Assessments. 

All of our security plans start with a risk assessment.  There are a number of ways of approaching this task but a systematic examination of the threats in terms of how they could affect GOAL and GOAL staff, how we are set-up to counter these threats (vulnerability assessment) is key to the process. The threats are then examined to see what we can do to mitigate them (thus giving us security measures/protocols/SOPs) and the residual risk is then analysed to indicate what level of risk we are facing and allow us to make the decision to either accept it or deal with the risk in some other way. The Country SSEP Annex A is the prime document that does the threat assessment and risk analysis and all GOAL countries have these. However, a risk assessment should be done for any new undertaking or new project.  In fact any action that is not routine or well established should be subject to a risk assessment. GOAL security advisors can advise on how best to conduct a risk assessment and will guide SMTs through the process but they cannot do it remotely. 

b. Mitigation Measures. 

Mitigation measures are the main product of a good risk assessment, they lay down the security rules and protocols that are put in place to lessen the risks we face and are usually contained in a list of security measures or SOPs for the country.  For specific or one-off activities appropriate rules need to be produced, communicated and followed. It is vital that all GOAL staff are briefed on, know and understand the security measures that are in place.  As risk levels often go up and down, security measures should be reviewed and adjusted to reflect these changes.  

c.  Contingency Planning 

This is a key part of planning for the worst and is a simple and effective way of preparing Country Teams to deal with security incidents. It is a straightforward ‘What-If?’ Question and answer process.  A contingency plan need not be a large document, best it should be a bullet point list of things to do and things to consider when a security incident occurs. Advice from a security advisor will help the process but it is important that the people who will have to deal with the crisis do the contingency planning, in that way everyone knows the plan, what their part in it is and there is no requirement to search out the written document to start responding. Involvement of senior national staff has proved to be invaluable. Written plans are largely useless in a crisis but the actual process of planning for a crisis is invaluable. 

d. Informed Consent. 

This is far more than a new staff member signing a waiver on a contract to say that they accept the risks of working with GOAL, though that is a small part of it.  Staff must know the risks they are facing and must be kept up to date as risks increase, decrease, develop or change. Ensuring that staff have a good contextual understanding of the place they are working in is important and hence good induction briefs are crucial.  To build on this knowledge, there must also be an established programme of refresher briefings on the changes to risks and security developments in the country of work. These briefs are usually an integral part of weekly team meetings and they should be recorded as being given. Getting all the staff in one place at one time is often difficult so thought must be given to catching up with those who are not present at the briefings. It is important, legally, that staff understand the specific risks they are facing in a country and not just the generic risks of working for an INGO. 

e. Insurance and Redress. 

It is not always possible to get insurance coverage for all staff working for GOAL though it should always be an aspiration.  Looking after staff when they are adversely impacted by service with GOAL is part of what GOAL is and we are good at this, though it is always worth regularly examining our processes for staff to get redress if they feel grieved. This also applies to our beneficiaries; is there a mechanism whereby local people can air their grievances? If so do they know and understand how it works. The main point of this paragraph is for us to understand the need for us to take good care of people who are adversely impacted by GOAL or as a result of working for GOAL. One of the lessons learnt by NRC was that very often an insurance policy provides for one or two years support after the injury or event, this will rarely be enough and we need to plan and budget for longer term care after a traumatic event or injury. 

f. Training. 
Training GOAL staff has always been a challenge and getting all new staff away on a security training course before deployment has never been possible. Most Hostile Environment Training (HET or HEAT) courses are of limited value even if they provide some temporary reassurance to staff who attend. Security training is best arranged and run at the country or programme level.  CDs will know if security training is needed and can bring in local trainers, get the GOAL security advisors in or conduct training with other INGOs/UN.  While first aid training (trauma first aid especially) is particularly valuable, any training, be it driver training, running fire drills or practicing checkpoint negotiation, the training of guards and vehicle breakdown drills are all useful and help to maintain a good, all-round security awareness that is the foundation of GOAL security culture. 

g. Decision-making and competency. 

One of the fundamental guidelines of GOAL security policy is that decisions that increase the level of security can be made at any level in the field but that taking decisions that fundamentally decrease the level of security can only be taken with agreement from Dublin HQ. It is advised that any security decision be taken after discussion with a security advisor but that major decisions, such as returning to work in a village that was evacuated previously or starting to use a road that has been out-of-bounds will need to be talked through with the GSA and agreed by the Head of Operations. 
It should be noted that the whole NRC court case was triggered by a very poor decision being made in-country by the CD; reversing a long-held security practice without any security staff input.  In court the CD was asked what competency the CD had for making that decision.  Years of field experience was not deemed to have been enough. 

h. Conclusion 

GOAL has a very flexible and responsive security structure that relies heavily on individual responsibility. Staff need to be able to take responsibility for their own safety. Our job, as security advisors and managers is to make sure that staff have the knowledge and tools to ensure they are not surprised by events and are able to deal with any eventuality. While a security failure can be devastating for those caught up in it, it can also put GOAL at great financial and reputational risk, as evidenced by the Norwegian Court’s decision against NRC. Understanding and applying the factors outlined here, with the support, advice and backing of the security staff will hopefully ensure that we continue to keep our people safe. 

19.       Compliance with Codes of Conduct.

a. GOAL have agreed to comply with the following Codes of Conduct.  These Codes are all available and should be read by all staff.  They can be found in the ‘useful references’ in the GOAL security folder:

(1) IFRC’s:  Code of Conduct for the International Red Cross and Red Crescent Movement and Non-Governmental Organisations in Disaster Relief.

(2) People in Aid’s: Code of Good Practice in the Management and Support of Aid Personnel

(3) Sphere Project: Humanitarian Charter and Minimum Standards in Humanitarian Response

(4) Corporate Governance Association of Ireland’s (CGAI):  Irish Development NGOs Code of Corporate Governance.

(5) Irish Aid Guidelines for NGO Professional Safety and Security Risk Management


Appendix:

1.    GOAL Security Incident Report Format.
2. GOAL Security Reporting Chain
3. Application for permission to drive form

B - 2 of 11

image1.png
GC@HAL




